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By selecting TOTP: Time-based one-
time password in the selection menu, 
you can easily generate the token by 
clicking the Roll out token button 
below.

You should definitely enter a 
description for your token in the 
Description field. This allows you to 
see at a glance which of your tokens 
you can use when you log in.
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You can use an 
authentication app (e. g. 
2FAS, Google Authenticator, 
Aegis) to scan the QR code 
and generate new tokens that 
you can use for multi-factor 
authentication.
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This is what your overview will look
like once you have successfully
rolled out the token.



+49 261 287 1301

Help

If you have any questions about the content presented here, please feel free to 
contact the ZIMT staff. You can reach us at

support+mfa@uni-koblenz.de

Mon - Tue 9:30 - 11:30 & 12:30 - 14:30

Fri. 12:30 - 14:30

At the following times:

ZIMT - Websites

https://www.uni-koblenz.de/de/zimt
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